
PCPN# FY04-09 - Purchase Card Program - Unauthorized release of information 
 
Note: Level 3 APCs - IT IS YOUR RESPONSIBILITY TO GIVE THIS NOTICE WIDEST 
DISSEMINATION TO PROGRAM PARTICIPANTS TO INCLUDE: APCs, AOs AND CHs IN 
YOUR HIERARCHY. 
 
The attached has been received by numerous Government Purchase Card cardholders.  It is NOT 
an official request for information and it is probably an attempt to compromise DOD accounts.  
DOD PCPMO has forwarded it to the DOD IG and various criminal investigative agencies for 
their action. 
 
Immediately pass this to all participants of the GCPC program with the notification not to 
complete the questionnaire.  It should be deleted immediately.  In the event a cardholder has 
mistakenly completed and submitted the form, that account must be suspended as soon as 
possible.  Also, a 100% review of all activity must occur prior to invoice certification on these 
compromised accounts.  We must take all necessary action to protect the Government's liability. 
 
(See attached file: Attention!.htm) 
 
If you have any questions, please contact the DoN eBusiness Operations office at  
purchase_card@navsup.navy.mil. 
 
Helpdesk 
DON eBusiness Operations Office 
Card Management 
5450 Carlisle Pike; P.O. Box 2050 
Mechanicsburg, PA 17055 
Fax: (717) 605-9362 
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