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1. Purpose.
To issue guidance for the use of government vehicles at [Command name and location].  The purpose of this supplementary instruction is to provide local command policy as it relates to the DOD Navy Fleet Card program.  All program participants are to understand the policies and procedures defined to include their respective roles, responsibilities and accountability by the establishment of management controls.
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Introduction.

Commanding Officers and APCs shall establish management controls to operate, manage and provide oversight to local programs.  Examples include but are not limited to:

· Review Internal Operating Procedures to ensure compliance with current DoD/Navy regulations and directives.

· Ensure that monthly reviews of potential fraud, misuse, and abuse are performed, and report all instances and resolutions to the CPM.  When potential fraud is detected, immediately cancel the card and provide the CPM with all relevant documentation.  The individual’s access to other financial card programs (e.g. Government Travel Charge Card, Government Commercial Purchase Card) will also be reviewed for potential fraud, misuse, and abuse. 

· Delinquency.  An account is considered delinquent whenever the invoice is not paid in full within 30 days of the statement billing date.  Establish internal controls to prevent delinquencies, as well as policies and procedures to follow should delinquencies occur.

· Semi-Annual Reviews.  

· Infrequently Used Cards.  Establish internal management controls to review infrequently used accounts every 6 months.  Accounts with no activity should be contacted and closed if not mission-critical.

· Card Inventory.  Ensure that all cards are properly inventoried. 

· Span of Control.  Ensure that the ratio of APC and Certifying Officials to Fleet Card accounts and number of cards does not jeopardize internal management controls.  Consideration should be given to the number of transactions per card per month and the number of vehicles tied to an account.  
· Spend/Transaction Limits.  Ensure that no cards are set up for ‘unlimited’ monthly spend limits.

Disciplinary Actions.  

· Managers and supervisors should use their discretion in handling Fleet Card misuse in a manner appropriate to each individual case.  Disciplinary actions include informal actions, such as written or verbal counseling detailing the concern and directing corrective action and greater oversight; account suspension or cancellation; official letters of reprimand; demotion; removal; or potential criminal prosecution.

· The review of the security clearance of the individual involved (or the modification or revocation of such security clearances in light of this review), in misuse, abuse or fraud cases, is not a disciplinary action and should not be treated as such. Modification or revocation of a security clearance will result in appropriate action, which could include reassignment or removal.

[command name] internal operationg procedure (iop):  
Develop written Internal Operating Procedures (IOP) to manage and operate the local Fleet Card Program. At a minimum the IOP shall establish local controls and/or processes to:
1. Identify Key Program Personnel.  

The Commanding Officer of each activity requiring the use of the Fleet Card must establish a written criteria and process for designating personnel, who will perform as APCs, AOs, Certifying Officials, and Card Users.  In the event that an activity participates with a Public Works Center to provide transportation needs, it must establish written criteria and a process for designating a Transportation Coordinator. [Each command to provide the who, what, where, when details]
2. Card Set-up.

Establish written procedures for opening, receiving approval for new Fleet Card accounts.   Applications are available on www.don-ebusiness.navsup.navy.mil under Fleet Card Program> Bank Guidance> Forms. Completed forms may be e-mailed or faxed to U.S. Bank. Ensure all requested information is accurate and complete. Ensure unique PIN numbers are assigned to all cards. Prior to having a new account established you must communicate with your next higher level APC to establish your hierarchy chain of command.  You may receive this information from the our office by requesting it via email fleet_card@navsup.navy.mil.  

[Each command to provide the who, what, where, when details]
3. Authorization Controls and Restricted Purchases.  

The master file maintained by U.S. Bank/Voyager will support all of the data elements required by each card/account. Refer to the U.S. Bank/Voyager guide, for detailed procedures for authorization controls and restricted purchases.  It is located on our website at www.don-ebusiness.navsup.navy.mil under the Bank Guidance tab.

[Each command to provide the who, what, where, when details]
__ Account number

__ Account name

__ Account Address

__ Account phone number and fax number, with area codes

__ Account electronic address, when available

__ Agency/Organization name and address

__ Authorization controls

__ Account status

__ Master accounting code

__ Customer identification

__ Equipment type

__ Equipment identification

__ Equipment fuel type (e.g. unleaded, diesel)

__ Organization levels for a piece of equipment

__ Organization levels for a driver

__ License plate number and state of issue

__ Equipment year, make, and model

__ Vehicle identification number

__ Odometer reading

__ Tank capacity

__ Units per gallon

__ Units per gallon percent variance allowed

__ Unit of measure

__ Valid purchase times

__ Valid purchase days

__ Equipment status

__ Driver status

__ Driver’s first name, middle initial, and last name
4. Check-out Procedures for Departing Personnel.  

Ensure that local agency clearance and/or check-out procedures include the surrender of any Fleet Cards by personnel to whom Fleet Cards were previously issued.

[Each command to provide the who, what, where, when details]
5. Disputes.  

Questionable transactions should be reported to Voyager Client Services. Refer to the U.S. Bank/ Voyager guide for procedures to follow should a discrepancy occur. Erroneous fuel transactions received from MILSBILS should be reported directly to DESC.

[Each command to provide the who, what, where, when details]
6. Lost or Stolen Cards.  

The Card User must report a lost/stolen card to the APC immediately. The APC will then notify the issuing bank.

[Each command to provide the who, what, where, when details]
7. Spend/Transaction Limits.  

All Fleet Cards for [command name] default spend/ transaction limits monthly dollar amount is [$xxx]. The default number of daily transactions is no more than [x] in a 24-hour period. APCs may temporarily raise the default limit up to $3000 to meet mission requirements. It must be lowered when the mission requirement has been met. To increase the monthly dollar limit over $3000 the request must be made to the CPM in writing.

[Each command to provide the who, what, where, when details]
8. Card Expiration, Suspension and Reinstatement.  

Only DESC, DON EBUSOPSOFF, or the designated APC may request that the issuing bank suspend accounts. Accounts may be suspended by contacting Voyager Client Services. Suspended accounts may be reactivated using the same procedure.

[Each command to provide the who, what, where, when details]
9. Account Closures and Destruction.  

The APC shall ensure, to the maximum extent practicable, that the issuing bank is notified at least 30 days (one billing cycle) prior to the projected date of any transfer, retirement or termination. The APC shall notify issuing bank no later than 60 days prior to the expiration date of any cards issued which are not to be renewed and/or reissued. When vehicles are permanently taken out of service, notify the issuing bank to cancel the vehicle card.

[Each command to provide the who, what, where, when details]
10. Training of Key Personnel.  

All APCs, AOs, Certifying Officials, and Card Users must receive initial, annual refresher training, and ethics training.

[Each command to provide the who, what, where, when details]
· Refresher training on current Navy policies and procedures and local internal operating procedures is required at least every two years.  All APCs, AOs and Certifying Officials shall take the appropriate role-based DON eBusiness Training.

· It is mandatory that APCs, AOs, and Certifying Officials receive training from the issuing bank in order to use their electronic access systems.

· The annual ethics training requirement for all Government employees is found in references (l) and (m) as listed in the Fleet Card Instruction.  All ethics questions, including those pertaining to training, should be directed to the Department of Navy Office of General Counsel.

· Prospective and active program participants are required to possess training certificates of completion for all mandatory Fleet Card Program training.
11. Record Maintenance/Retention.  

APCs, AOs, and Certifying Officials must maintain personal

POC contact information in the issuing bank database (e.g. name, address, phone numbers, email address, hierarchy level, etc.) Additionally, the APC shall ensure that records on authorized drivers and vehicles are established and maintained daily. Record retention is at a minimum of three years.

[Each command to provide the who, what, where, when details]
a. 
Card User Statement of Understanding (SOU).  APCs shall maintain copies of signed SOUs and file with the logbook.

b. 
Documentation.  Written documentation, including special approvals, shall be maintained as an audit trail. A Fleet Card log must be established and maintained. At a minimum this log will contain the information shown in enclosure (5) of the Fleet Card Instruction.

c. 
Card Inventory.  All Fleet Cards are to be kept under lock and key when not in use. Cards are to be properly inventoried semi-annually (at a minimum).

d. 
Use of Electronic Data Systems. It is the responsibility of the APCs, AOs, Certifying Officials and/or those who load obligations into the financial accounting system to obtain access to applicable electronic systems provided by the issuing bank.
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